Workstation Health Diagnostic

Computer Name: DESKTOP-4Q6VH4K
Technician: Roxana Boga

Report ID: 71605 (2019-06-10 12:43)

Registered User: Mihai Mirmilic

User Account: Mirmilic.Mihai
Support No: n/a

Email: mihai.mirmilic@classit.ro

Account Security: OK
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Operating Potential Antimalware  Removable
System Software Protection Startup
Drivers or Applications
System Errors
Pass 3 Fail 0

Operating System Pass

Windows version validation and operating system updates
checking.

Critical System Errors

System problems that may affect the normal functioning or
stability of your computer.

No issues found.

Critical System Alarms 1

Hardware problems that may affect the normal functioning or
stability of your computer.

Last 5 alarms:

CPU temperature (CPU Package 67°C)

Drivers Errors 2
System drivers issues that may affect the normal functioning or

stability of your computer.

Last 5 errors:

PCI Simple Communications Controller

USB2.0-CRW
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Potential Removable
Unwanted

Programs

Registry
Files on Disk = Sanity Check

Application
security

0 730.36 25

MB Pass

Antimalware Protection Fail

Antimalware software status that protects against infections
caused by viruses, rootkits, ransomware and spyware.

Antiviruses:

No antivirus found.
Firewalls:

Enabled - Windows Firewall

Removable Startup Applications

Speed-up the boot time of your system by removing
applications that load at startup.

No issues found.

Potential Unwanted Programs

Applications that may display unwanted advertising or may just
come bundled by your system.

Potential Unwanted Software:
No issues found.

Browser Toolbars:

No issues found.

Removable Files on Disk 730.36

Files that we cam remove in order to free up some space on M B
your computer.

Top folders:

C:\Users\Tester\AppData\Local\Temp - 5.41 MB
C:\Windows\Prefetch\ - 15.31 MB

C:\Windows\TEMP\ - 316.64 KB

C:\$Recycle.Bin - 1.39 MB
C:\Windows\SoftwareDistribution\Download\ - 692.64 MB
C:\Windows\Prefetch\ - 15.31 MB
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Registry Sanity Check 25 Application security Pass

Scan the system registry for invalid entries and empty data blocks. Applications open to exploitation by targeting weaknesses or
software gaps in order to gain unauthorized access or

HKEY_USERS\S-1-5-21-442946563-74537888-1436267003-1001\Software\M compromise your system.

icrosoft\Windows\CurrentVersion\Explorer\TypedPaths\urll

HKEY_USERS\S-1-5-21-442946563-74537888-1436267003-1001\Software\M No issues found.

icrosoft\Windows\CurrentVersion\Run\utweb

HKEY_USERS\S-1-5-21-442946563-74537888-1436267003-1001\Software\M
icrosoft\Windows\CurrentVersion\Run\DAEMON Tools Lite Automount

HKEY_LOCAL_MACHINE\SOFTWARE\Classes\CLSID\{02229e3e-4e19-48c4-930
3-1fde904ff62c}

HKEY_LOCAL_MACHINE\SOFTWARE\Classes\CLSID\{0F352565-FD06-467A-A97
1-595D03388658}

HKEY_LOCAL_MACHINE\SOFTWARE\Classes\CLSID\{0FD16473-86A0-4991-B88
A-D48733BF9873}

HKEY_LOCAL_MACHINE\SOFTWARE\Classes\CLSID\{100A0E8F-D705-44AA-ABA
7-842B96FA4ED9}

HKEY_LOCAL_MACHINE\SOFTWARE\Classes\CLSID\{255A5958-D283-4DD9-AA2
E-8E33805CFC35}

HKEY_LOCAL_MACHINE\SOFTWARE\Classes\CLSID\{3B8D102B-6F15-40EB-A83
0-5AA9CC0745BF}

HKEY_LOCAL_MACHINE\SOFTWARE\Classes\CLSID\{58bf5ff7-38ff-46db-b7f
3-dddee3f087cc}

HKEY_LOCAL_MACHINE\SOFTWARE\Classes\CLSID\{5BB20805-B52F-4F73-851
8-FD71CA4F4E364}

HKEY_LOCAL_MACHINE\SOFTWARE\Classes\CLSID\{62DD38CC-A2E4-43EA-92B
A-5855CD2D60C1}

HKEY_LOCAL_MACHINE\SOFTWARE\Classes\CLSID\{6641D86E-79C2-42ED-9C0
8-BBDA2B780E1D}

HKEY_LOCAL_MACHINE\SOFTWARE\Classes\CLSID\{861CEBOE-B6F3-4DA8-A7E
7-DBC43D335628}

HKEY_LOCAL_MACHINE\SOFTWARE\Classes\CLSID\{A759F428-E51D-4CDF-8E4
C-A52B7F9927D0}

HKEY_LOCAL_MACHINE\SOFTWARE\Classes\CLSID\{AB7B327F-017C-44BF-892
F-229C39F9D514}

HKEY_LOCAL_MACHINE\SOFTWARE\Classes\CLSID\{B345DB9D-2FBE-4267-ADA
2-5EFBFBF9C42F}

HKEY_LOCAL_MACHINE\SOFTWARE\Classes\CLSID\{B62A9F7D-4F97-4740-9EE
E-3554F2AD2E4B}

HKEY_LOCAL_MACHINE\SOFTWARE\Classes\CLSID\{B97FDD09-7004-437E-9D5
F-D336CBOF31A0}

HKEY_LOCAL_MACHINE\SOFTWARE\Classes\CLSID\{CDF5DD86-4F10-4386-92A
F-DFOF30719FDF}

HKEY_LOCAL_MACHINE\SOFTWARE\Classes\CLSID\{ DE4B86D4-00A1-463A-A26
E-B7E555482952}

HKEY_LOCAL_MACHINE\SOFTWARE\Classes\CLSID\{E8C19781-29C1-4B08-900
4-4F1BF947CCE9}

HKEY_LOCAL_MACHINE\SOFTWARE\Classes\CLSID\{ED71209D-F723-4ACB-BE3
3-1E5A79F9FEF3}

HKEY_LOCAL_MACHINE\SOFTWARE\WOW6432Node\Microsoft\Windows\Current
Version\Explorer\Browser Helper
Objects\{72853161-30C5-4D22-B7F9-0BBC1D38A37E}

HKEY_LOCAL_MACHINE\SOFTWARE\WOW6432Node\Microsoft\Windows\Current
Version\Explorer\Browser Helper
Objects\{B4F3A835-0E21-4959-BA22-42B3008E02FF}

Account security Pass

No breaches found.
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